La seguridad física del servidor es un ingrediente esencial. El servidor debe estar en una habitación cerrada, a la que sólo tenga acceso el personal autorizado. Nada es más embarazoso que alguien robe o dañe el servidor de una base de datos o los discos duros que guardan la información. **(Oppel, 2009, pág. 305)**. Una vez que un ladrón se ha ido con el hardware, tiene todo el tiempo del mundo y toda la privacidad que necesita para entrar al sistema hasta tener acceso a los datos.
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